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Background
At SA2#113, CIoT optimizations, and mechanisms for its negotiations were introduced. To support the said optimizations it is imperative that appropriate node selection occurs during UE's initial attachment and also during mobility events.
The following changes were made @ SA2#113 to accommodate appropriate target CN node selection:
[bookmark: _Toc437685370]4.3.8.1	PDN GW selection function (3GPP accesses)
The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The function uses subscriber information provided by the HSS and possibly additional criteria such as "Non-IP" PDN connectivity support and SIPTO/LIPA support per APN configured in the SGSN/MME. Selection of PDN GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by the allocation of different APNs to subscribers using different RATs and/or using the UE Usage Type
…
The DNS procedure (TS 29.303 [61]) shall take into account whether the APN is for "Non-IP" or "IP".
4.3.8.1	Serving GW selection function
Selection of Serving GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by using standardised UE Usage Type and/or (in the HPLMN) the allocation of different APNs to subscribers using different RATs. The DNS procedure (TS 29.303 [61]) shall take into account whether the APN is for "Non-IP" or "IP".
4.3.8.3	MME selection function
..
When a MME supporting CIoT EPS optimisation(s) selects a target MME, the selected MME should support the CIoT EPS optimisations that are supported by the UE. The MME should learn the CIoT capabilities of the target MME from information supplied by the target MME in preceding idle mode mobility procedures for other UEs.
…
When selecting an MME for a UE that is using the NB-IoT RAT, and/or for a UE that supports CIoT EPS Optimisations, the eNodeB's MME selection algorithm shall take into account the MME's support (or non-support) for the Release 13 NAS signalling protocol and should take into account the MME's support (or non-support) for specific CIoT EPS Optimisations that the UE is requesting.

The text relies on source MME learning of target MME capabilities apriori via IDLE mode interactions with the target MME either for the same UE or a different UE. In case such interactions do not happen, then the selection of "right" target MME may not occur. This may result in a failed handover. Although connected-mode HOs are assumed to be a rare event for CIoT devices, the authors of this paper look into providing ways to mitigate this risk along with re-visiting whether the highlighted can be optimized as well.

What is required?

The table below lists the various CIoT optimizations, based on PSNB IE in ATTACH, and whether and which node selection gets affected by it (focused only on the Core Network nodes).
NOTE: Only CN nodes are mentioned. 
NOTE:	SCEF isn't mentioned because SCEF selection is done via hostname/IP address in APN configuration.
NOTE:	"New" MME during a TAU or GUTI attach is required to select "old" MME. However, in either cases, because a GUTI is assumed to be included, the new MME can derive the old MME from it to perform necessary Context exchange procedures. Hence, these aren't included in table below.

	CIoT Optimization
	Does it impact selection of (within NB-IoT or WB-EUTRA RAT)

	
	MME by eNB
	SGW
	PGW
	MME selecting MME during HO

	CP
	x
	x (CDR generation, signaling support for handling RAT-type, potentially support for S11-u – pending CT4 decision on whether to use new S11U FTEID or re-use S1U FTEID) 
	x (CDR generation, signaling support for handling RAT-type)
	x

	UP
	x
	x (CDR generation, signaling support for handling RAT-type)
	x (CDR generation, signaling support for handling RAT-type)
	x

	S1-u
	-
	-
	-
	-

	SMS w/o combined attach
	x
	-
	-
	x (SGd connectivity required)

	Attach w/o PDN
	x
	-
	-
	x (PDN connection list is a conditionally mandatory IE on S10 in Fwd reloc req today. Its not mandatory only for S16. So for a UE attached without PDN any HO to target MME should select an MME that can support Fwd Reloc Req without PDN connection). Alternative to avoid this is – MME selects any target MME serving target TAI and target MME rejects Fwd reloc req if it doesn’t support w/o PDN. Then source MME can reject HO and UE goes IDLE and does a TAU in target TAI later.

	RoHC
	x
	-
	-
	x

	Non-IP PDN
	x
	x (CDR generation, signaling support for handling RAT-type)
	x (feature support + CDR generation, signaling support for handling RAT-type)
	x



The selection of MME by eNB is assumed to be taken care of by one or combination of the following mechanisms:
· CIoT indicators in RRC
· Rel-13 décor (based on UE usage type)
· (possibly backporting Rel-14 décor functionality to Rel-13 DecOR)
 Observation 0: No impacts to DNS procedures for an eNB selecting MME.




SGW selection
SGW supporting only CP CIoT optimization, and Non-IP PDN support for UEs accessing NB-IoT RAT has to have the ability to understand the new RAT type for not only CDR generation purposes, but also for certain signaling purposes in cases where RAT-type processing in GTP-c messages is mandatory eg table 7.2.1-1 of TS 29.274 (Create Session Request):
	RAT Type
	M
	This IE shall be set to the 3GPP access type or to the value matching the characteristics of the non-3GPP access  the UE is using to attach to the EPS.
The ePDG may use the access technology type of the untrusted non-3GPP access network if it is able to acquire it; otherwise it shall indicate Virtual as the RAT Type.
The TWAN shall set the RAT Type value to "WLAN" on the S2a interface.
See NOTE 3, NOTE 4.
	RAT Type
	0



Presently, MME selects SGW based on TAI/eNB-ID (amongst other factors) and constructing DNS queries of TAI FQDN or eNodeB-ID FQDN appropriately. 
Mechanisms needed for MME to select SGW may have a need to make the following distinctions:
· SGWs supporting CP-only
· SGWs supporting UP-only
· SGWs supporting Non-IP only
· SGWs supporting some combination of above (eg CP + Non-IP)


· SGWs w/o any CIoT optimization
The following mechanisms, either individually or when employed in combination, can allow such distinction:
1. Enhance TAI/eNode-ID FQDN query w/ parameters reflecting above capabilities eg tac-lb<TAC-low-byte>.tac-hb<TAC-high-byte>.tac.cp.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org or tac-lb<TAC-low-byte>.tac-hb<TAC-high-byte>.tac.NonIP.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org 
2. Enhance TAI/eNode-ID FQDN response w/ service parameters [footnoteRef:1]with above capabilities eg "x-CP", "x-UP", "x-NonIP" etc [1:  Services character string is limited to 256 (RFC 3403, RFC1035).] 

NOTE:	If CT4 agrees to use S11U as separate FTEID, then support for x-S11U also needs to be announced.

3. Enhance TAI/eNode-ID FQDN response w/ service parameters with a single capability eg "x-ciot". Leave fine-grained capability negotiations (eg support of CP, UP and Non-IP) to involved nodes respectively
4. Employ appropriate UE usage type values to select SGWs dedicated to support the necessary functionalities
a. If standardized values are required, then specification impacts (eg 23.401, 29.303 etc) would be needed

The disadvantage of /1/ is that the number of DNS entries required gets larger as the number of required CIoT optimization permutations eg CP and Non-IP support grows.
Although /2/ does not suffer from the same disadvantage as /1/, it does have the problem of being limited by 256 characters limit for service parameters.
In both cases, addition of new CIoT Optimizations (ala features) in future releases, may require further changes to DNS entries. As a general design principle, such a design should be avoided.

 Observation 1: For SGW selection procedure, usage of either /3/ (enhance service parameters with new "x-ciot") or /4/ (use UE usage type) or combination of /3/ and /4/ is recommended. Further fine-grained feature capability exchange is left up to the involved nodes.

PGW selection
Similar considerations as in /2.1/ apply for PGW selection as well. Instead of TAI/eNodeB-ID FQDN, for:
· IP PDNs, APN FQDN is used: <APN-NI>.apn.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
· Non-IP PDNs via SGi, TBD by Stage 3
· Non-IP PDNs connection to SCEF: SCEF Hostname or IP Address in User's per APN subscription profile
Mechanisms needed for MME to select PGW may have a need to make the following distinctions:
· PGWs dedicated for CP-only support (although no direct impact due to CP or UP for PGW)
· PGWs dedicated for UP-only (although no direct impact due to CP or UP for PGW)
· PGWs supporting Non-IP only
· PGWs supporting some combination of above (eg CP + Non-IP)
· PGWs w/o any CIoT optimization
Since PGW selection is APN-dependent (from HSS subscription information), using different APNs for different PDN types is good enough. In doing so, the only gap which needs to be filled is with respect to finding out PGWs with NB-IoT RAT type support when UE is accessing CIoT Optimized EPS via NB-IoT RAT. This can be achieved in different ways such as specifying service parameter "x-nbiot" in the DNS record. 
However, as there are two different types of Non-IP SGi delivery mechanisms, MME needs to select a PGW supporting the "right" SGi delivery method towards Non-IP AS. This can be achieved by either configuring different APNs in user's HSS subscription OR adding appropriate qualifiers to DNS records (eg x-nonip-sgip2p or x-nonip-sgigt). 
As seen above, the required additions may increase as and when the CIoT feature set grows.
The following mechanisms, either individually or when employed in combination, can allow such distinction:
1. Enhance APN FQDN query w/ parameters reflecting above capabilities eg <APN-NI>.apn.cp.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org 
2. Enhance APN FQDN response w/ service parameters with above capabilities eg "x-CP", "x-UP", "x-NonIP" etc
3. Enhance APN FQDN response w/ service parameters with a single capability eg "x-ciot". Leave fine-grained capability negotiations (eg support of Non-IP, NB-IoT RAT etc) to involved nodes respectively
4. Employ appropriate UE usage type values to select PGWs dedicated to support the necessary functionalities
a. If standardized values are required, then specification impacts (eg 23.401, 29.303 etc) would be needed
Observation 2: For PGW selection procedure, usage of either /3/ (enhance service parameters with new "x-ciot") or /4/ (use UE usage type) or combination of /3/ and /4/ is recommended. Further fine-grained feature capability exchange is left up to the involved nodes.

The disadvantages of these procedures are similar to that of SGW procedures in /2.1/.

MME selection during HO
Intra-RAT HO (NB-IOT and EUTRA)
This paper assumes that support for intra-RAT connected-mode HO is required. The feature is already supported for EUTRA (now called WB-EUTRA in 23.401). Whether connected-mode HO is required for NB-IOT RAT, and can be performed w/o proper AS security context is left up to RAN WGs.
Connected mode HO in EUTRA (and if required in NB-IoT) come in two flavours:
· X2-based (no change in MME)
· w/o SGW change
· w/ SGW change
· S1-based (change in MME)
· w/ SGW change
· w/o SGW change
For X2-based HO, since MME doesn’t change, and depending on target cell an SGW selection procedure must be performed by the MME, the options listed in /2.1/ apply.
Remainder of the section focuses on S1-based HO where source MME needs to select a target MME matching the required capabilities for a given UE's mobility.
The reason why HO is typically initiated is because eNB determines that UE in CONNECTED mode is fading out of present cell coverage, and in order to not lose "active" data (or control) paths the UE must be handed off to different node(s) eg MME, eNB, SGW etc. Time is of the essence in such cases. Therefore, the right CN node selection procedures must be done the first time around i.e. source MME can't afford to select a target MME with different capabilities only for the target node to either reject the HO or limit the supported features for the UE. A HO rejection will result in UE switching to IDLE mode, re-requesting RRC connection, and performing TAU. 
Presently, source MME performs S-NAPTR query with TAI FQDN where TAI is of the new cell with the aim of identifying service parameter "x-s10" which then results in DNS SRV and/or A/AAAA query to resolve the IP address of target MME. 
To satisfy the principle presented in above paragraph i.e get the target MME node selection right the first time, taking into account that for Rel-13 CIoT optimization the MME can support some or all of the 6 feature sets mentioned in section 1, the following mechanisms can be used:
1. Enhance TAI FQDN response w/ service parameters with all supported CIoT optimizations eg "x-CP", "x-UP", "x-NonIP" etc
2. Do a multi-step query. 1st based query, as is done today, is on TAI FQDN with service parameter "x- s10" which resolves to an SRV record enhanced with the required CIoT EPS optimization capabilities such as topoff.ciot.nonip.eth01. mmec01.mmegi8001.mme. Followed by an SRV query on enhanced hostname shown above to resolve hostname to A/AAA address.

NOTE: DNS record S-NAPTR entry pointing to SRV entry could look like:

mmec01.mmegi8001.mme (; 
IN NAPTR order pref. flag 	service 		regexp  	replacement
IN NAPTR 100   999   “s"   "x-3gpp-mme:x-s10"    "” 	topoff.ciot.nonip.eth1.mmec01.mmegi8001.mme )
3. Enhance TAI FQDN response w/ service parameters with a single capability eg "x-ciot-0x<bitmask>" where each CIoT Optimization capability is represented by a bit value in the bitmask eg 

	Bitmask Value
	CP-support
	UP-support
	Non-IP support
	SMS w/o combined attached
	RoHC
	Attach w/o PDN

	0x1
	0
	0
	0
	0
	0
	1

	0x11
	0
	1
	0
	0
	0
	1

	0x33
	1
	1
	0
	0
	1
	1

	0x3F
	1
	1
	1
	1
	1
	1



	NOTE:	UE usage type isn't particular useful as a stand-alone solution for source MME to select target MME.
The disadvantage of /1/, /2/ is that the number of DNS entries required gets larger as the number of required CIoT optimization permutations eg CP and Non-IP support grows.
/3/ seems rather effective, and future-proof. However, the disadvantage is that it makes DNS strings in human unreadable form – which isn't usually liked by DNS operators.Observation 3: For intra-RAT MME selection procedure for CIoT EPS Optimization, usage of /3/ (new bit-masked service parameter "x-ciot-0x<bitmask>") is recommended.


Inter-RAT HO
If inter-RAT HO support required for Rel-13, then selected mechanism for /2.3.1/ can also be applied for inter-RAT HO???

Inferences:
From observation#1,2 it is clear that introduction of a new service parameter "x-ciot" is beneficial for SGW and PGW selection.
Observation 3: For intra-RAT MME selection procedure for CIoT EPS Optimization, usage of /3/ (new bit-masked service parameter "x-ciot-0x<bitmask>") is recommended.
Observation 2: For PGW selection procedure, usage of either /3/ (enhance service parameters with new "x-ciot") or /4/ (use UE usage type) or combination of /3/ and /4/ is recommended. Further fine-grained feature capability exchange is left up to the involved nodes.
Observation 1: For SGW selection procedure, usage of either /3/ (enhance service parameters with new "x-ciot") or /4/ (use UE usage type) or combination of /3/ and /4/ is recommended. Further fine-grained feature capability exchange is left up to the involved nodes.

To support intra-RAT HO, observation#3 seems to offer the best way forward.

If observation#3 is supported, then it eliminates the need to have further fine-grained feature capability exchange between involved nodes for most other procedures. Therefore, observation#3 is recommended for being adopted for normative specifications for all 3 node selection scenarios presented in the paper.

[bookmark: _GoBack]
Conclusions:
Proposal 1: For SGW, PGW and MME selection procedures during HO for CIoT EPS Optimization, usage of "Service Parameters" in DNS procedures to indicate supported CIoT EPS optimisation(s) (preferably new bit-masked service parameter "x-ciot-0x<bitmask>" but that can be left to Stage 3 remit) is recommended.


Furthermore, doing so keeps use of CIoT completely independent to that of DCN usage.

Proposal:
Changes to PGW, SGW, and MME selection function are proposed to be done in the next revision of one of the 23.401 CRs introducing CIoT eg CR2948:
4.3.8.3	MME selection function
..
When a MME supporting CIoT EPS optimisation(s) selects a target MME, the selected MME should support the CIoT EPS optimisations that are supported by the UE. The MME should learn the CIoT capabilities of the target MME from information supplied by the target MME in preceding idle mode mobility procedures for other UEs.
…

To 

4.3.8.3	MME selection function
..
When a MME supporting CIoT EPS optimisation(s) selects a target MME, the selected MME should support all the CIoT EPS optimisations applicable to a given UE's attachment. The source MME uses DNS procedures (see TS 29.303 [61]) to select the target MME supporting various CIoT EPS optimization(s) applicable to a given UE's attachment e.g. Control Plane CIoT EPS optimisation support, RoHC support, Non-IP support etc. The CIoT EPS optimisation(s) impacting the MME shall be indicated via "Service Parameters" in DNS procedures (see TS 29.303 [61]). In case the source MME is unable to find a target MME matching all CIoT EPS optimisation(s) applicable to a given UE's attachment, then the source MME selects a target MME which provides the most CIoT EPS optimisation(s) for that UE.  

PDN GW selection:
4.3.8.1	PDN GW selection function (3GPP accesses)
The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The function uses subscriber information provided by the HSS and possibly additional criteria such as "Non-IP" PDN connectivity support and SIPTO/LIPA support per APN configured in the SGSN/MME. Selection of PDN GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by the allocation of different APNs to subscribers using different RATs and/or using the UE Usage Type
…

To 

4.3.8.1	PDN GW selection function (3GPP accesses)
The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The function uses subscriber information provided by the HSS and possibly additional criteria such as SIPTO/LIPA support per APN configured in the SGSN/MME, various CIoT EPS optimization(s) impacting PDN GW e.g. Non-IP support, NB-IoT RAT support (for generation of accouting information) etc. The CIoT EPS optimisation(s) impacting the PDN GW shall be indicated via "Service Parameters" in DNS procedures (see TS 29.303 [61]).
NOTE 1:	Selection of PDN GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by the allocation of different APNs to subscribers using different RATs and/or using the UE Usage Type. 

Serving GW selection:
4.3.8.1	Serving GW selection function
Selection of Serving GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by using standardised UE Usage Type and/or (in the HPLMN) the allocation of different APNs to subscribers using different RATs. The DNS procedure (TS 29.303 [61]) shall take into account whether the APN is for "Non-IP" or "IP".
…
To 
4.3.8.1	Serving GW selection function
The Serving GW selection function selects an available Serving GW to serve a UE. The selection bases on network topology, i.e. the selected Serving GW serves the UE's location and for overlapping Serving GW service areas, the selection may prefer Serving GWs with service areas that reduce the probability of changing the Serving GW. When SIPTO is allowed then it is also considered as a criterion for Serving GW selection, e.g. when the first PDN connection is requested. Other criteria for Serving GW selection should include load balancing between Serving GWs, various CIoT EPS optimization(s) impacting Serving GW e.g. Non-IP support, NB-IoT RAT support (for generation of accouting information) etc. The CIoT EPS optimisation(s) impacting the Serving GW shall be indicated via "Service Parameters" in DNS procedures (see TS 29.303 [61]).
..
NOTE 2:	Selection of Serving GWs optimised for different RATs (e.g. NB-IoT) is not explicitly supported but can be achieved by using standardised UE Usage Type 


The proposed changes are to be discussed and agreed as part of draftCR in S2-160950.
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